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Problem Statement

The impact of hardware faults on software is poorly understood. An improved fault model is needed to apply
formal methods to program verification, synthesis, and repair. We must build a tighter link between hardware
design and software verification, and a better understanding of hardware threats to software.
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